**数据通信基础**

HUB

HUB上的节点处于冲突域中

HUB相连的两台机器处于冲突域中，同时只能有一台机器发送/接收数据

交换机Switch

交换机的每一个端口都是冲突域

交换机整机是广播域(Broadcast Domain)，所有子机处于广播域中

交换机的基本功能

1. 数据帧的交换

2. 终端用户的接入

3. 基本的接入安全功能（MAC地址过滤，ARP欺骗）

4. 分割冲突域

5. 二层链路的冗余，防环和负载均衡

路由器

一个接口就是一个广播域

1. 隔绝广播，实现跨三层的数据访问

2. 支持路由协议，维护路由表

3. 路径选择及数据转发

4. 广域网接入，地址转换及特定的安全功能

**OSI参考模型**

1. Physical

2. Data Link

3. Network Layer

4. Transport Layer

5. Session

6. Presentation

7. Application

其中1-4层为底层，负责网络数据传输；5-7层为高层。负责主机之间的数据传输

1.物理层：在媒介上传输比特流

1）定义接口和媒体的物理特性

2）定义比特的表示、数据传输速率、新号的传输模式（单工，半双工，全双工）

3）定义网络物理拓扑（网状、星型、环型、总线型）

4）负责把逐个的比特从一跳移动到另一跳

2. 数据链路层：将分组数据封装成帧；提供节点到节点的传输；差错检测

1）组帧、物理编址、流量控制、差错控制、接入控制

2）在不可靠的物理链路上，提供可靠的数据传输服务，吧帧从一跳移动到另一跳

3. 网络层：逻辑寻址；路由选择

1）定义了逻辑地址（三层地址）

2）分组寻址，负责将分组数据从源端传输到目的端

3）路由选择、维护路由表

4. 传输层：提供可靠或不可靠的端到端传输

1)负责将来自上层应用程序的数据进行分段和重组，并将它们组合为同样地数据流形式

2)提供端到端的数据传输服务

3)工作在传输层的协议：TCP、UDP

5. 会话层：为通信双方指定通信方式，并创建，注销会话

1）负责建立、管理和终止表示层实体之间的会话连接

2）在设备或节点之间提供会话控制

3）在系统之间协调通信过程

6. 表示层：数据和信息的转换，数据压缩解压缩，加密解密

1）数据的解码和编码

2）数据的加密和解密

3）数据的压缩和解压

4）常见的标准：ASCII、JPEG

7. 应用层：各种应用程序，协议

1）为应用软件提供接口，使应用程序能够使用网络服务

2）常见应用层协议：http、ftp、dns、telnet

TCP/IP模型

1.物理层

在媒介上传输比特；提供机械和电气的规约

2.数据链路层

将分组数据封装成帧；提供节点到节点方式的传输

3.因特尔网层

定义逻辑地址；路由的选择、将分组从源端传送到目的端

4.主机到主机层

为应用层实体提供端到端的通信功能，保证了数据包的顺序传送及数据完整性

5.应用层

对应于OSI参考模型的高层，为用户提供所需的服务，例如：FTP、Telnet、DNS、SMTP等

TCP & UDP

传输控制协议TCP

1.面向连接

2.可靠传输

3.流控及窗口机制

4.使用TCP的应用：

1）Web浏览器

2）文件传输程序

3）电子邮件

用户数据报协议UDP

1.无连接

2.不可靠传输

3.尽力而为的传输

4.使用UDP的应用：

1）视频流

2）IP语音（VoIP）

3）域名系统（DNS）

TCP三次握手

A: seq = 0, ctl = SYN

B: seq = 0, ack = 1, ctl = SYN, ACK

A: seq = 1, ack = 1, ctl = ACK

TCP四次挥手

A: seq = 101, ctl = FIN, ACK

B: seq = 301, ack = 102, ctl = ACK

B: seq = 301, ack = 102, ctl = FIN, ACK

A: seq = 102, ack = 302, ctl = ACK

ARP

ARP(Address Resolution Protocol)具有两项基本功能：

1.将IP地址解析为MAC地址

2.维护ARP映射的缓存

缺点是广播，不安全，不可靠（ARP欺骗）

Tracert

Tracert用于显示数据包到达目标主机所经过的路径，并显示到达每个节点的时间。命令同Ping类似，但是获得的信息比Ping详细得多，包含数据包走过的全部路径，节点的IP和花费的时间。

IP地址

1.IP地址在网络中用于标识一个节点

2.IP地址用于IP分组在网络中的寻址

3.一个IPv4地址有32位，通常用“点分十进制”表示

Netmask网络掩码

1.网络掩码为32位

2.网络掩码在二进制上是一堆连续的1，以连续的0结尾

3.值为1的bit对应IP地址的网络位，值为0的bit对应IP地址的主机位

192.168.1.1 255.255.255.0 = 192.168.1.1/24

IP地址分类

网络地址：

指代网络的地址。在网络的IPv4地址范围内，最小地址保留为网络地址，此地址的主机部分每个主机位均为0.

广播地址：

用于向网络中所有主机发送数据的特殊地址。广播地址使用该网络范围内的最大地址。即主机部分各bit全为1的地址

主机地址：

可分配给网络中终端设备的地址

VLSM

为什么要划分子网

1.将一个网络号划分为多个子网，每个子网能够分配一个独立的广播域

2.广播域缩小，网络规划更加合理

3.IP地址得到了合理利用

如何进行子网划分

1.判断类别，找出掩码

2.变更掩码，找子网

3.得出子网号

4.得出主机段

5.得出广播号

环路问题

1.网络中如存在二层环路，一旦出现广播数据帧，该帧会被交换机不断地泛洪，造成广播风暴。

2.广播风暴对网络的危害很大，会严重消耗网络带宽和设备资源。

3.交换机可能从自身的不同接口接收到数据帧，MAC地址表会不断变化，也称MAC表的紊乱。

STP

Spanning-tree技术能够在网络中有二层环路时，通过阻塞特定端口来打破环路，并在网络拓扑出现变更时及时地收敛，从而保证网络的冗余性。

STP流程

1每个广播域选择一个根桥

2每个非根桥选择一个根端口

根端口：具有最低根路径的接口。如果交换机上有多个拥有相同的到根的开销，则进一步比较候选接口上所收BPDU的优劣。

3每个段选择一个指定端口

指定端口：具有最低根路径的接口。如果一个链 拥有相同的到根的开销，则进一步比较候选接口上所收BPDU的优劣。（根桥的所有端口都是指定端口，不会被阻塞）

4选出非指定端口

BPDU

BPDU是网桥协议数据单元Bridge Protocol Data Unit

依靠BPDU的泛洪，STP得以正常工作

BPDU重要参数

Root ID

发送此BPDU的交换机所认为根交换机的交换机标识

Path Cost

从发送此BPDU的交换机到达根交换机到达根交换机的最短路径总开销，含交换机根端口的开销

Bridge ID

发送此BPDU的交换机的STP交换机标识

Port ID

发送此BPDU的交换机端口的STP端口标识

比较顺序

Root ID> Path Cost> Bridge ID> Port ID

Bridge ID

桥ID共8个字节，由2个字节的优先级和6个字节的MAC地址构成

-桥优先级默认为32768，可以手工修改

-MAC地址为交换机的背板MAC

PS：优先级以4096递增，MAC是唯一。两者均越小越优。

Path Cost

路径开销是一个端口量，是用于选择链路的参考值。

路径开销的默认值及取值范围由选定的路径开销算法决定，路径开销与端口的带宽成反比。

华为路径开销计算标准为802.1d-1998， 802.1t，legacy。默认选择802.1t。

STP的端口状态

Disable

端口不仅不转发BPDU报文，也不转发用户流量。

Blocking

端口仅仅接收并处理BPDU，不转发用户流量。不学习MAC地址。如果MAX AGE计时器到期时该接口仍然没有收到BPDU则切换到Listening状态。

Listening

不接收也不转发用户流量，接收且发送BPDU，不学习MAC地址。确定端口角色，将进行选举动作。

Learning

不接收也不转发用户流量，接收并发送BPDU，学习MAC地址。

Forwarding

接收并转发帧，接收并发送BPDU，学习MAC地址。

ARP

ARP(Address Resolution Protocol)地址解析协议，它为IP地址到对应的硬件地址提供相应的动态关系。

也即在三层转发流程中，查找路由表找到下一跳的IP地址，但是IP地址是一个虚拟的地址，必须找到其对应的物理地址才能真正发送。建立与维护这一IP-MAC对应关系的表项（ARP表），就是ARP模块的主要任务。

路由器的工作内容

1.路由器知道目标地址

2.发现到达目标地址的可能路径

3.选择最佳路径

4.维护路由信息

5.转发IP数据

路由条目的来源

1.直连路由

路由器本地接口所在的网段

2.静态路由

手工配置的路由条目

3.动态路由

路由器之间动态学习到的路由

Loopback接口

1.Loopback接口，也称为回环口，是一个逻辑，虚拟的接口

2.Loopback接口在手工创建后是不会Down的，非常稳定

3.Loopback接口常用于

1模拟路由器的直连网段，用于测试

2用于设备管理

3供其它协议使用

4作为SNMP traps消息的源地址

距离矢量路由选择协议

路由器收敛完成的标志

-当所有路由表包含相同网络可达性信息

-网络进入一个稳态

路由器继续交换路由信息

-当无新路由信息被更新时收敛结束

-网络在到达收敛前无法完全正常工作

距离矢量路由选择协议防环机制

-定义最大度量防止计数至无穷大(定义16跳为不可达)

-水平分割

-路由中毒

-毒性逆转

-抑制计时器

-触发更新

RIP

RIP(Routing Information Protocols,路由信息协议)是应用较早，使用普遍的内部网关协议。适用于小型网络，是典型的距离矢量协议。它基于UDP，端口为520，在华为设备上优先级为100.

OSPF

OSPF(Open Shortest Path First)开放最短路径协议。它是一种链路状态路由协议。Open意味着开放公邮，使得所有厂商都能够支持OSPF。在华为设备上优先级为10。

基本特点

-适应范围广

支持各种规模的网络

-快速收敛

在网络拓扑变化后立即发送更新报文，在自治系统中同步

-无自环

依靠链路状态用最短路径树算法计算路由，保证无自环

-区域划分

允许自治系统网络划分为多个区域进行管理，减小LSDB的规模，从而降低对交换机内存和CPU的消耗

OSPF Route ID

-OSPF Route ID用于在OSPF domain中唯一地表示一台OSPF设备

-可以通过手工配置的方式进行设备，或者通过协议自动选取。在实际网络中，建议手工配置OSPF Route ID

-在路由器运行OSPF并由系统自动选定Route ID后，如果该接口down掉，或者出现一个更大的IP，OSPF仍然保持原Route ID，该ID是非抢占的，即使重启OSPF进程，Route ID也不会发生改变。只有手工配置Route ID，并重启进程，才会改变。此外，如果对应接口的IP地址消失并重启OSPF进程，则Route ID也会变化。